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Abstract of the contribution: This contribution proposes to add an alternative solution on discovering the PCF serving for a PDU session when AF requests with the UE's IP address.
1. Introduction

Based on the analysis of the discussion paper S2-177477, this contribution proposes adding an alternative solution in the section 6.3.7.
* * * First Change * * *
6.3.7
PCF selection

Editor's note:
potential relation with slicing are FFS

6.3.7.0
General principles

This clause describes the underlying principles for PCF selection and discovery:

-
There may be multiple and separately addressable PCFs in a PLMN.

-
The PCF must be able to correlate the AF service session established over N5 or Rx with the associated PDU session (Session binding) handled over N7.

-
It shall be possible to deploy a network so that the PCF may serve only specific DN(s). For example, Policy Control may be enabled on a per DNN basis.

-
Unique identification of a PDU session in the PCF shall be possible based on the (UE ID, DNN)-tuple, the (UE IP Address(es), DNN)-tuple and the (UE ID, UE IP Address(es), DNN).
6.3.7.1
PCF selection for a UE or a PDU session

The AMF selects the PCF for a UE, the SMF selects the PCF for a PDU session. The selected PCF may be the same or may be a different one, following one of the alternatives below:

-
The AMF utilizes the NRF to discover the PCF instance(s) for a UE unless PCF information is available by other means, e.g. locally configured on AMF based on operator policies.

-
The SMF utilizes the NRF to discover the PCF instance(s) for a PDU session unless PCF information is available by other means, e.g. locally configured on SMF or received from the AMF. The following factors may be considered during the PCF selection by the SMF:

a)
Local operator policies.

b)
Selected Data Network Name (DNN).

c)
PCF selected by the AMF. This is to select the same PCF for the AMF and the SMF. 

As an alternative to the PCF selection by the SMF listed above, the SMF may utilize the PCF Binding Support Functionality (PCF BSF) to route Npcf_SMPolicyControl service operations to the PCF. In this alternative, the SMF shall route the Npcf_SMPolicyControl service operations to the PCF BSF.

The PCF BSF utilizes the NRF to discover the PCF instance(s) unless PCF information is available by other means, e.g. locally configured based on operator policies that may use the DNN.
6.3.7.2
Providing policy requirements that apply to multiple UE and hence to multiple PCF

An authorized Application Function may, via the NEF, provide policy requirements that apply to multiple UE (which, for example, belong to group of UE(s) defined by subscription or to any UE) and hence may apply to multiple PCF.

NOTE:
Application Function influence on traffic routing described in clause 5.6.7 is an example of such requirement.
The NEF, after relevant validation of the application request (and possible parameter mapping) stores the request from the application. When the UDR serving the NEF is deployed, NEF stores the request from the application info into the UDR. The possible parameter mapping includes mapping UE (group) identifiers provided by the AF to identifiers used within the 5GC, e.g. from External Identifier to SUPI, from External Group Identifier to IMSI-Group Identifier.
PCF(s) that need to receive application requests that targets a DNN (and slice) and / or a group of UE subscribe to receive notifications from the NEF about such group information.
Editor's note:
It is FFS whether the PCF(s) can subscribe to/receive notification of such application request information from the UDR.

Editor's note:
Slicing aspects are FFS.
The NEF associates the request with information allowing to later modify and delete the application request; it associates the AF request with:

-
When the request targets PDU sessions established by "any UE": the DNN and slicing information target of the application request,

-
When the request targets PDU sessions established by UE within a predefined/subscribed group of UE: the DNN, the slicing information and the group of UE target of the application request.
All PCF that serve the DNN and slicing information are triggered by this policy modification induced by the AF request and take it into account for existing and future PDU sessions that match the policy change. In case of existing PDU sessions the change of policy may trigger an N7 rule change from the PCF to the SMF.

6.3.7.3
Binding an AF request targeting an IP address to the relevant PCF

The PCF BSF is used for binding an AF request to the relevant PCF as described in TS 23.503 [45].
Alternatively, NEF and SMF are used to discover the relevant PCF requested by AF. NEF maintains the information of mapping between SMF address and its maintained IP address pool for UE IP address assignment, which could be pre-configured. After NEF receives an AF request with a IP address, NEF finds out the address of SMF maintaining the IP address included in the SMF’s IP address pool. NEF requests the SMF for the relevant PCF targeting the IP address. And then NEF transfers the AF request to the relevant PCF. 

* * * End of Changes * * *
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